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Sovereign.
Secure.
Compliant. Tier III

A Tier III facility is a 
location with redundant 
and dual-powered 
servers, storage, 
network links and other 
IT components. Tier III 
data centres are 
designed with 
redundancy in mind 
ensuring your business 
remains up and 
running.

ISO 27001:2013
The international 
standard that sets out 
the speci�cation for
an ISMS (Information 
Security Management 
System). It keeps 
con�dential information 
secure and provides
customers and 
stakeholders with 
con�dence in how you 
manage risk, whilst 
allowing for secure 
information exchange.

PCI DSS 3.2.1
Regulatory requirement 
for any company that 
processes Credit Card 
information. The whole 
purpose is to protect 
card data from hackers 
and cyber criminals.
By following this 
standard, you can
keep your data secure, 
avoiding costly data 
breaches.

SCEC - Designed
for Government
Macquarie Data 
Centres are designed, 
constructed and 
operate to meet and 
exceed ASIO T4 
security standards.
This ensures our 
facilities meet the
PSPF requirements for 
physical security and 
access control, a 
requirement to store 
and process Australian 
Government 
Information. 

ISO 45001
Speci�es requirements 
for an occupational 
health and safety 
(OH&S) management 
system, and provides 
guidance for its use.
It helps prevent risks as 
opposed to reacting to 
them once they are 
detected. The internal 
auditing system 
provides an 'early 
warning system' to help 
you spot potential 
threats to health and 
safety.

ISO 9001
The international 
standard for a quality 
management system 
(QMS). Organisations 
use the standard to 
demonstrate the ability 
to consistently provide 
products and services 
that meet customer and 
regulatory requirements. 

ISO 14001
The international 
standard that speci�es 
requirements for an 
e�ective environmental 
management system 
(EMS). It helps 
organisations improve 
their environmental 
performance through 
more e�cient use of 
resources and reduction 
of waste, gaining a 
competitive advantage 
and the trust of 
stakeholders.

SSAE SOC 2
An evidence based audit 
conducted on a 
company’s information 
security policies and 
procedures 
encompassing the 
security, availability, 
processing, integrity, 
and con�dentiality of 
customer data.

Australian 
Government Security 
Cleared Personnel
NV1 is the abbreviation
of negative vetting level 1, 
which is an Australian 
Government security 
clearance governed by
the Department of 
Defence.

DISP
Defence Industry Security 
Program means Macquarie 
Data Centres is a Defence 
ready supplier. We’ve been 
assessed as a suitable 
business to supply services 
to defence and meet a set 
of security standards.
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